![NFSU (@NFSU_Official) / X](data:image/jpeg;base64,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)

Network Security and Forensics

Lab Session 4

Submitted To:- Submitted By:-

Dr. Lokesh Chauhan Sir Saloni Rangari

M.Tech. AIDS

1. **Use Cisco Packet Tracer tool to design and configure a small network.**
   1. **Create a network topology with routers, switches, and end devices.**
      1. **Assign IP addresses and configure routing protocols (e.g., RIP, OSPF).**
2. **Open Cisco Packet Tracer**: Launch the application on your computer.
3. **Add Devices**:
   * Drag and drop the required devices (routers, switches, PCs) into the workspace. For example, add one router, multiple switches, and several PCs.
4. **Connect Devices**:
   * Use the connection tool (lightning bolt icon) to connect the devices. For example, connect the router to each switch using straight-through cables.
5. **Assign IP Addresses**:
   * Click on each PC, go to the **Desktop** tab, and select **IP Configuration**. Assign IP addresses, subnet masks, and default gateways according to your network design. For instance:
     + PC1: IP 192.168.1.2, Subnet Mask 255.255.255.0, Gateway 192.168.1.1
     + PC2: IP 192.168.1.3, Subnet Mask 255.255.255.0, Gateway 192.168.1.1
6. **Configure the Router**:
   * Click on the router, go to the **CLI** tab, and enter the following commands to assign IP addresses to the router interfaces:

bash

enable

configure terminal

interface FastEthernet0/0

ip address 192.168.1.1 255.255.255.0

no shutdown

exit

1. **Set Up Routing Protocols**:
   * For RIP:

bash

router rip

version 2

network 192.168.1.0

* + For OSPF:

bash

router ospf 1

network 192.168.1.0 0.0.0.255 area 0

* + 1. **Simulate traffic between devices and analyze packet flow.**

1. **Use the Simulation Mode**: Click on the **Simulation** tab to switch to simulation mode.
2. **Generate Traffic**:
   * Use the **ping** command from one PC to another to generate traffic. For example, from PC1, open the command prompt and type:

bash

ping 192.168.1.3

1. **Observe Packet Flow**:
   * In simulation mode, you can see the packets moving between devices. Click on the **Show All/None** button to view all packets, and then select specific protocols (like ICMP) to filter the view.
     1. **Implement basic firewall rules and observe their effect.**
2. **Access the Router's CLI**: Click on the router and go to the CLI tab.
3. **Configure Basic Access Control Lists (ACL)**:
   * To block traffic from a specific IP:

bash

access-list 1 deny 192.168.1.3

access-list 1 permit any

interface FastEthernet0/0

ip access-group 1 **in**

1. **Test the Firewall Rules**:
   * Attempt to ping the blocked IP from another PC. Observe that the ping fails, indicating that the firewall rules are effective.
2. **Capture and analyze network traffic using Wireshark.**
   1. **Capture traffic on a local network (such as HTTP, DNS, or FTP traffic).**

Start Capturing Traffic

1. **Open Wireshark**: Launch Wireshark on a computer connected to the network.
2. **Select the Network Interface**: Choose the appropriate network interface for capturing traffic.
3. **Start Capture**: Click on the shark fin icon or use Ctrl + E to start capturing packets.
4. **Generate Traffic**:
   * Perform actions such as browsing a website (HTTP), resolving domain names (DNS), or transferring files (FTP).
     1. **Identify different types of traffic, protocols, and their purposes.**
5. **Apply Display Filters: Use filters to isolate specific types of traffic. For example:**
   * **For HTTP: http**
   * **For DNS: dns**
   * **For FTP: ftp**
6. **Analyze Protocols:**
   * **Click on individual packets to view their details in the packet details pane. Observe the source and destination IP addresses, port numbers, and protocol information.**
7. **Understand Purposes:**
   * **HTTP is used for web traffic, DNS resolves domain names to IP addresses, and FTP is used for file transfers.**
     1. **Analyze the captured packets to understand how data travels through a network.**
8. **Examine Packet Flow**: Look at the sequence of packets to understand how data is transmitted. Use the **Follow TCP Stream** feature to see the entire conversation between two endpoints.
9. **Check Headers**: Analyze packet headers to understand how data is encapsulated and transmitted. Pay attention to:
   * Source and destination IP addresses
   * TCP/UDP port numbers
   * Flags and sequence numbers in TCP packets
10. **Visualize Data Flow**: Use the **Statistics** menu in Wireshark to generate graphs and statistics about the captured traffic, helping to visualize data flow and identify bottlenecks.
11. **Document Findings**: Take notes on the types of traffic observed, their purposes, and any anomalies in the data flow.
    * 1. **Discuss the implications of unsecured protocols and how perimeter devices can help secure them.**
12. **Unsecured Protocols**: Discuss the risks associated with using unsecured protocols like HTTP and FTP, including vulnerabilities to eavesdropping and man-in-the-middle attacks.
13. **Perimeter Security Devices**: Explain how firewalls, intrusion detection systems (IDS), and intrusion prevention systems (IPS) can help secure network traffic by monitoring and controlling incoming and outgoing traffic based on predetermined security rules.
14. **Best Practices**: Recommend using secure alternatives (e.g., HTTPS instead of HTTP, SFTP instead of FTP) and implementing strong firewall rules to protect sensitive data during transmission.